
                                                               
 

 
 

Prescription Review (PMP) - SAW Integration 

 

The document that follows is intended to help in registering for use of the Prescription 
Review program through the Secure Access Washington Web portal. 
 
Some of the steps may not be exact depending on which application of Prescription 
Review you’re registering for (healthcare provider, law enforcement, state site). 
 
If you have questions, additional resources are online where you found this document, 
on the SecureAccess Washington homepage, or you may contact the Prescription 
Review program below. 
 
 
 
Thank you. 
Prescription Review Staff 
360-236-4806 
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Prescription Review (PMP) - SAW Integration 

Step by Step Registration 
 

 

 

 

 

 

 
 
Once you have your active Prescription Review and SAW accounts linked, you’ll access Prescription Review by signing in to 
your SAW account and clicking on the PMP service under “My Services” 

Register for a SAW account and apply for the SERVICENAME 
Skip this section if you already have an active SAW account. 

1. On the SAW site and click on the, “Do not have an account? Create one” to start the registration 
process.  

 
 

 

Important 

You’ll use your SAW account for a high-security application; for this purpose SAW is an authentication 
tool designed to authenticate specific users, not businesses, offices, or groups.  Don’t attempt to set up a 
SAW account to be used as a “group” account.  Your SAW account must be registered with your specific 
personal information and your personal email address.  Be sure to use your legal name and your legal 
address.   Attempting to allow others to use your SAW account in a high-security application is 
guaranteed to lock your account access frustrating you and the user. 
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2. Use the start button to create an account: 

 
 

3. Enter your name and email address, and set up your security question(s) and answer(s). 
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4. Review your information and print the page for your records: 
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5. Complete the security check: 

 
 

 

6. After you create an account, you’ll receive an email from “secureaccess” to confirm the SAW 
registration.  
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7. Use the link in your email to activate your account. 
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8. Log into SAW using your new username and password.  

 
 

 
Request Your Secure Service (Prescription Review) 

 
1. Use the green “My Secure Services” tab on the top.  
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2. Use the “Add a New Service” button.  
 

 
 
 

3. Enter your service code and click “Apply”.  The service code for Healthcare professional PMP accounts 
is: 

 PMP-PR  (This code is not active until April 28, 2015.  Do not attempt to use this code prior.) 
 

For high security applications, you won’t see the service or service code in the list on the right or be able to use the 
search to find it.  

 

 

You will not find PMP 
in the list or via 

search.  You MUST 
use the service code 

provided. 
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4. Knowledge Based Authentication - SAW will now verify your identity using your legal name as it 

would appear on legal documents and bank loans, and legal address (address where you receive your 
personal mail).   You may be asked additional questions to confirm your identity.  

Knowledge Based Authentication (KBA) is an Internet security tool.  KBA works to 
authenticate the identity of the user by asking questions that match existing public 
record information with the name and address you provide.  The information you 
provide to the system, including your name and address, is encrypted.  Once the 
system has authenticated you, everything but your name is deleted.  The Prescription 
Monitoring Program Security Policy does not allow for bypassing KBA 

 
Keep these TIPS in mind for successfully passing KBA: 

• As stated above, these questions may include any information of public record.  Because the questions 
come from public record, you need to provide a complete address and your full legal name as it appears 
on your driver’s license or birth certificate. 

• You may find you have to enter a former address, especially if your address has changed recently 
(within the past 1-2 years) to get the right questions that pertain to your identity. 
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4.1  KBA Question 1: 

 

4.2  KBA Question #2: 
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4.3  KBA Question #3: 

 

4.4  KBA Question #4: 

 
11 

 



                                                               
 

 
5. Adaptive Authentication - Once you have successfully finished KBA the system will prompt you to set up 

some information for Adaptive Authentication.  This will involve providing at least 1 email address and 1 
phone number as well as setting up a few questions and answers:  

 

5.1 Email Enrollment: 
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5.2 Phone Enrollment 

 

5.3 Choosing Your Challenge Questions: 
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5.4 Review and Finalize Your Challenge Questions: 

 

6. Completed with SAW’s Authentication process you’ll be ported to the Prescription Review site.  If you 
have an active PMP account select “Yes, I am an existing WA PMP User”  if you are registering for the 
first time select “No, I need to create a new WA PMP account” 
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6.1 Existing PMP User – You are prompted for the Username and Password to your existing 

PMP/Prescription Review account.  Entered correctly you will be granted immediate access to the 
system.  You will have to perform this account linkage only once.  Once your accounts are linked you 
will access the PMP by clicking on the service in SAW, the connection to your PMP account will be 
automatic. 

 
 

6.2 New User – You are passed to the Registration form for PMP/Prescription Review.  When completed 
the system will match against your DOH healthcare provider licensing file and auto-approve your 
account (provided all info is a match).  You will receive an email from the system to the address you 
register on this form with your account access information.  Keep an eye on your Junk/Spam folder as 
this email is system generated and is often diverted as SPAM. 
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Quick Tips and Suggestions 

 
• If you are not successful at linking to your existing PMP account you can “Remove” the service in 

SAW and reapply using the service code. 
o Be sure to verify your PMP username and password including cAsE of the characters.  If 

unsure contact the HID helpdesk at 877.719.3121.  They will work with you to verify or 
reset your PMP password. 

• To link your SAW and PMP accounts, your name must match.  If you used a nickname, or middle as 
first, you may not be allowed to link accounts.  Verify your name as it exists on your PMP account 
by contacting the HID helpdesk at 877.719.3121 

o Important – This issue can arise as SAW will not verify your identity when using a nickname.  
SAW will work to verify your identity based on your legal name. 
 

Note: If this is your first time using the SAW portal, you will be prompted to answer several 
questions to verify your identity (this service is called Knowledge Based Authentication).  

Knowledge Based Authentication 

Knowledge Based Authentication (KBA) is an internet security tool.  KBA works to authenticate 
the identity of the user through asking questions that match existing public record information 
with the name and address you provide.  The information you provide to the system, your name 
and address, are encrypted and all but your name is deleted once the system has authenticated 
you.  Prescription Monitoring Program Security policy does not allow for bypassing KBA. 

 

 These questions may include any information of public record. Because the questions come 
from public record, you need to provide a complete address and your full legal name as it 
appears on your driver’s license or birth certificate.  

 You may find you have to enter a former address, especially if your address has changed 
recently (1-2yrs) to get the right questions that pertain to your identity.  

Once you have answered these questions and successfully verified your identity, you will be 
prompted to enroll in Adaptive Authentication. 

 You must first establish your security questions and answers. Special characters are not 
permitted when answering the security questions.  

 You will then provide phone numbers (the country code for USA is at the top of the drop-down 
list) and e-mail addresses. Phone numbers should be direct lines, as you may get a call from the 
system when you attempt to login. 

You will only be required to perform these steps the first time you add a service to your SAW 
account. 

 
 

 

16 
 


